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1. REBMBEELHRREEEELL 1. LIQUIDITY COVERAGE RATIO AND NET
= STABLE FUNDING RATIO

0185 ZEHEHE
2018 quarter ended
(BE7) (BE7) (BEE3)

9A30H 6A30H 3A31H

12A31H (Restated) (Restated) (Restated)

31 December 30 September 30 June 31 March

BET T BET T BT BT

HK$'000 HK$'000 HK$'000 HK$’000

TEMBEL RN TFHE Average value of liquidity coverage ratio 147.72% 151.82% 134.79% 142.25%

0175 FEHEE
2017 quarter ended
(BEE3) (BE&3) (BEE3) (B&E31)

12A318 9H30H 6H30H 3A31H

(Restated) (Restated) (Restated) (Restated)

31 December 30 September 30 June 31 March

BT T BT BT BT

HK$'000 HK$'000 HK$'000 HK$'000

MBUBEL XN FHE Average value of liquidity coverage ratio 153.29% 163.63% 170.60% 136.87%

MBMEBEEL RN THEEERZEENETEIE The average value of liquidity coverage ratio is calculated based on

HERERMREEES L EXNEMNMTHBERE@R the arithmetic mean of the liquidity coverage ratio as at the end of

FERAZ & B RHREINANTE T ERIERTHE - each working day in the quarter and the calculation methodology
and instructions set out in the HKMA return of liquidity position.
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1. MM EERERRFEBREESH

1.  LIQUIDITY COVERAGE RATIO AND NET

R () STABLE FUNDING RATIO (Cont'd)
2018
FREE S X Net stable funding ratio
FREFETESLE Quarter end value of net stable funding ratio
—F—%FF — First quarter 114.10%
—F=FE — Second quarter 112.99%
—E=FF — Third quarter 114.02%
—FEMEE — Fourth quarter 116.22%
*XE’\]%E‘EE%%"R = %E"ﬁ%@%iﬁﬁﬂﬁ;ﬂ Quarter end value of net stable funding ratio is calculated based on
2R BERMKRINANFETERETRTE the calculation methodology and instructions set out in the HKMA
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return of stable funding position.

The liquidity coverage ratio and net stable funding ratio are
computed on the consolidated basis which comprises the positions
of the Bank and the subsidiaries specified by the HKMA in
accordance with the Banking (Liquidity) Rules.

2. RISK MANAGEMENT
The Overview

The principal types of risk inherent in the Group’s businesses are
credit risk, interest rate risk, market risk, liquidity risk, operational
risk, reputation risk,
technology risk. The Group’s risk management objective is to
enhance shareholder value by maintaining risk exposures within
acceptable levels.

legal and compliance risk, strategic risk and

Risk Management Structure

The Bank’s Board of Directors (the “Board”) holds the ultimate
responsibility for the Group’s overall risk management. It establishes
a sound risk culture and determines the risk management strategies
and the risk management structure.

To achieve the Group’s goals in risk management, the Board
sets up the Risk Management Committee, which comprises of
Independent Non-executive Directors, to oversee the Group's various
types of risks, review and approve the high-level risk management
policies. Also, Credit Approval Committee is set up under the Risk
Management Committee to review or approve credit applications
and credit management related matters exceeding the Chief
Executive's authority or as required by the policy and monitoring the
credit activities of the Group.
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2. RISK MANAGEMENT (Cont'd)
Risk Management Structure (Cont'd)

According to the risk management strategies established by
the Board, risk management policies and controls are devised
and reviewed regularly by relevant departments and respective
management committees set up by the Chief Executive.

The risk management units develop policies and procedures for
identifying, measuring, evaluating, monitoring, reporting and
controlling credit risk, market risk, operational risk, reputation risk,
legal and compliance risk, interest rate risk, liquidity risk, strategic
risk and technology risk; set appropriate risk limits; and continually
monitor risks.

The Audit Department conducts independent reviews on the
adequacy and effectiveness of risk management policies and controls
to ensure that the Group is operating according to the established
policies, procedures and limits.

Independence is crucial to effective risk management. To ensure the
independence of risk management units and Audit Department, risk
management units and Chief Risk Officer report directly to the Risk
Management Committee and the Audit Department reports directly
to the Audit Committee respectively. Both committees are specialised
committees set up by the Board and all members are directors of the
Bank.

(i) Credit risk management

Details of credit risk management are set out in Note 5 to the
Financial Statements.

(ii) Liquidity risk management

Details of liquidity risk management are set out in Note 5 to the
Financial Statements.

(iij)  Market risk management

Details of market risk management are set out in Note 5 to the
Financial Statements.

(iv)  Operational risk management

Operational risk is the risk of loss resulting from inadequate or failed
internal processes, people and system, or from external events. The
risk is inherent in every aspect of business operations and confronted
by the Group in its day-to-day operational activities.
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2. RISK MANAGEMENT (Cont'd)
Risk Management Structure (Cont'd)
(iv)  Operational risk management (Cont’d)

The Group has implemented the “Three Lines of Defence” for
its operational risk management. All departments or functional
units as the first line of defence are the first parties responsible
for operational risk management, and carry out the duties and
functions of self-risk control in the process of business operation
through self-assessment and self-enhancement. The Operational
Risk, Legal and Compliance Division together with certain specialist
functional units in relation to operational risk management within
the Group, including the Human Resources Department, Planning
& Administration Division, Administration Division, Financial
Compliance Division and Accounting Division (collectively known
as “specialist functional units”), are the second line of defence.
They are responsible for assessing and monitoring the operational
risk conditions in the first line of defence, and providing them
with guidance. The Operational Risk, Legal and Compliance
Division, being independent from the business units, is responsible
for assisting the Senior Management in managing the Group's
operational risk, including the establishment and review of the
operational risk management policy and framework, designing the
operational risk management tools and reporting mechanism, and
assessing and reporting the overall operational risk position to the
Senior Management and Risk Management Committee. Specialist
functional units are required to carry out their managerial duties
of the second line of defence with respect to some specific aspects
of operational risk and its related issues. Besides taking charge of
operational risk management in their own units, these units are also
required to provide other units with professional advice/training in
respect of certain operational risk categories and to lead the Group-
wide operational risk management. Audit Department is the third
line of defence which provides independent assessment to the
effectiveness and adequacy of the operational risk management
framework and is required to conduct periodic audit of the
operational risk management activities of various departments or
functional units within the Group regarding their compliance and
effectiveness and to put forward recommendations for remedial
actions.
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2. RISK MANAGEMENT (Cont'd)
Risk Management Structure (Cont'd)
(iv)  Operational risk management (Cont’d)

The Group has put in place an effective internal control process
which requires the establishment of policies and control procedures
for all the key activities. The Group adheres to the fundamental
principle of proper segregation of duties and authorisation.
The Group adopts various operational risk management tools
or methodologies such as key risk indicators, self-assessment,
operational risk events reporting and review to identify, assess,
monitor and control the risks inherent in business activities and
products, as well as purchase of insurance to mitigate unforeseeable
operational risks. Business continuity plans are established to support
business operations in the event of an emergency or disaster.
Adequate backup facilities are maintained and periodic drills are
conducted.

(v) Reputation risk management

Reputation risk is the risk that negative publicity about the Group's
business practices, whether genuine or not, will cause a potential
decline in the customer base, or lead to costly litigation or revenue
decrease. Reputation risk is inherent in other types of risk and every
aspect of business operation and covers a wide spectrum of issues.

In order to mitigate reputation risk, the Group has formulated and
duly followed its Reputation Risk Management Policy. The policy
aims to identify and prevent reputation risk proactively at an early
stage when an incident occurs. Since reputation risk is often caused
by various types of operational and strategic issues that negatively
impact the trust and perception of the Group, all operational and key
risks identified are assessed through the established Key Control Self-
Assessment framework, including risk assessment tools, to evaluate
the severity of their impact on the Group, including the damage to
reputation.

In addition, the Group has put in place a comprehensive framework
to continuously monitor reputation risk incidents in the financial
industry. This continuous monitoring enables the Group to effectively
manage, control and mitigate any potential adverse impact from an
incident. The Group also adopts robust disclosure practices to keep
our stakeholders informed at all times, which helps build confidence
in the Group and establish a strong public image.
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2. RISK MANAGEMENT (Cont'd)
Risk Management Structure (Cont'd)
(vi) Legal and compliance risk management

Legal risk is the risk that unenforceable contracts, lawsuits or adverse
judgments may disrupt or otherwise negatively affect the operations
or financial conditions of the Group. Compliance risk is the risk of
legal or regulatory sanctions, financial losses or losses in reputation
the Group may suffer as a result of its failure to comply with all
applicable laws and regulations. Legal and compliance risks are
managed by the Operational Risk, Legal and Compliance Division.
All legal matters are handled by the Operational Risk, Legal and
Compliance Division. As part of the Group's corporate governance
framework, the policy for the management of legal and compliance
risk is approved by the Risk Management Committee as delegated by
the Board.

(vii) Strategic risk management

Strategic risk generally refers to the risks that may cause current or
future negative impacts on the earnings, or capital or reputation or
market position of the Group because of poor business decisions,
improper implementation of strategies and inadequacies in the
response to the changing market condition. The Board reviews and
approves the strategic risk management policy. Key strategic issues
have to be fully evaluated and properly endorsed by the Senior
Management and the Board.

(viii) Technology risk management

Technology risk refers to the risk of direct or indirect losses to the
Group caused by improper or inaccurate controls over Information
Technology (IT), which encompasses automated means of
originating, processing, storing and communicating information,
and covers recording devices, communication networks, computer
systems (including hardware and software components and data)
and other electronic devices. Information technology risks are
managed by the Technical Risk Management Division. As part of the
Group's corporate governance framework, the policy of technology
risk management is approved by the Risk Management Committee
as delegated by the Board.

The Group regularly reviews its business strategies to cope with the
latest market situation and developments.



